ABSTRACT
Visual cryptography is used to keep the information secure from unauthorized person by encrypting it. The performance of the visual cryptography is measured in different ways such as pixel expansion, security, contrast, number of secret images, and the type of share generated. The main intent of this paper is to study and examine the visual cryptographic shares (i.e.) meaningless or meaningful share for binary and color images
