Abstract
Breaches and identity theft of medical data are on the rise. The advancement of electronic medical records has raised new concerns about privacy, balanced, duplication of services and medical errors. Modern issues include the degree of disclosure of information to insurance companies, employers, and other third parties. Medical privacy is the practice of maintaining the security and confidentiality of patient records. Several algorithms and techniques were proposed for the secured transmission of data and to protect user’s privacy. Cryptography and steganography are the two major protection mechanisms that are defined for the protection of security issues where biometric form of security is provided using ECG Signal. In this paper, a study of various techniques used for securing data and how biometrics were used for the hiding data are discussed.
