ABSTRACT
[bookmark: _GoBack]Internet plays a vital role in the modern world.  As  the  internet  grows  day  by  day  the  security  problem  also  arises.  Intruders spoof the packets by using their spoofed IP addresses.  Nowadays  installing  Intrusion  Detection  Systems  (IDS)  coupled  with  firewalls,  and  monitoring  networks  enables  us  to  quickly  detect  and  react  to  unauthorized  access.  However,  even  if  these  tools  can  detect  illegitimate  activities,  their  sources  cannot be identified. Denial of service and Distributed denial-of-service (DDoS) attacks present an Internet-wide threat. In Denial of service attacks huge amount of un-wanted packets are sent by the attacker to the IP address which they want to attack. The same attack is take place in DDos also but in a distributed manner. The reason is that denial of service (DoS) attacks, which have recently increased in number, can easily hide their sources and forge their IP addresses.
