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The important aspect of all verification system is authentication and security. This aspect necessitates the development of a

method that ensures user security and privacy. The traditional methods such as tokens and passwords provide security to the
. Inroduction users. Uncertainly, the attackers can easily compromise these techniques. In recent years, the combination of biometrics and
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Feature Extraction Algorithm

Using Fuzzy Set Theory for Brain-
cryptography techniques has been proved as a efficient way to achieve security. The important feature of using biometric

template is that it cannot be exploit by an unauthorized user. Most commonly used biomelric features are irs, retina, fingerprint
1 Proposed Vethod face, paimprint, hand geometry, voice and so on. Fuzzy vault is the concept which uses the combination of biometrics and
cryptographic key generation technique. This fuzzy vault act as a additional layer of security. This paper proposes a biometric
verification system investigating the combined usage of multimodal biometric features and fuzzy vault scheme. This approach Feature extraction bal

Computer Interfaces.
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