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Abstract Abstract:
Malware is a virus fle which causes damage to system files like executable fles, documents, program files. This intent affects.
Document Sections
the performance of the system. Malware detection is vital with occurrence of malicious code on the intemet and it provides an
+ Introsucton early warning for the computer sscurity regarding malware and cyber-atiacks. Real time malware detection s stila challenge
though there is a considerable research showing advances in metnods that can automatically predict the malicious of a specifc
2 Litrature Survey file, program. Though the existing malware scanner can recognize the infected file, i produces the conficting decisions and the.

accuracy of prediction is il not promising. Hence it is proposed to develop an accurate malware identifcation model using

Mahvare Detestion Model
intelligent leaming method. In this paper, malware etection problem is formuiated as binary classification task and appropriate

4 Experiments and Resuls solution is obtained using machine learning. A database consisting of 400 executable fles of which 200 virus samples and 200

benign samples have been Used to prepare the training datasst All the executable files have been converted nto gray scale

images ffom which the GIST features are derived. The contemporary deep learning is adopted to buld the binary classifier
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